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Αθήνα,17 Ιανουαρίου 2022

### **ΔΕΛΤΙΟ ΤΥΠΟΥ**

Ζητήματα κυβερνοασφάλειας στις έξυπνες πόλεις του αύριο θα αντιμετωπίσει το IRIS

[**19 εταίροι ενώνουν την τεχνογνωσία τους στο Ευρωπαϊκό έργο IRIS**](https://i-sense.iccs.gr/news/%ce%b6%ce%b7%cf%84%ce%ae%ce%bc%ce%b1%cf%84%ce%b1-%ce%ba%cf%85%ce%b2%ce%b5%cf%81%ce%bd%ce%bf%ce%b1%cf%83%cf%86%ce%ac%ce%bb%ce%b5%ce%b9%ce%b1%cf%82-%cf%83%cf%84%ce%b9%cf%82-%ce%ad%ce%be%cf%85%cf%80/?lang=el)

Οι έξυπνες πόλεις αξιοποιούν στο έπακρο τις ψηφιακές τεχνολογίες προς όφελος των πολιτών: εξυπνότερα δίκτυα αστικών μεταφορών, αναβαθμισμένες υπηρεσίες μετακίνησης, προηγμένες παροχές ύδρευσης και διάθεσης αποβλήτων, πιο αποτελεσματικοί τρόποι φωτισμού είναι κάποια από τα οφέλη που απολαμβάνουν οι κάτοικοι μιας έξυπνης πόλης. Τι συμβαίνει όμως όταν προκύπτουν θέματα κυβερνοασφάλειας των συστημάτων αυτών;

“Το μέλλον των έξυπνων πόλεων εξαρτάται κατά πολύ από την δυνατότητα που έχουμε να προστατεύσουμε τα συστήματα πληροφοριών τόσο από κυβερνοαπειλές αλλά και από επιθέσεις που σχετίζονται με ζητήματα ιδιωτικότητας, εξασφαλίζοντας την ομαλή λειτουργεία τους. Και αυτό είναι ένα έργο που απαιτεί διαδικασίες συντονισμού, εμπλοκής και συνεργασίας πολλών παραγόντων, μια κοινή στρατηγική’ εξηγεί ο Δρ Αμδίτης, Διευθυντής Έρευνας στο Ερευνητικό Πανεπιστημιακό Ινστιτούτο Συστημάτων Επικοινωνιών και Υπολογιστών (ΕΠΙΣΕΥ) του Εθνικού Μετσόβιου Πολυτεχνείου.

Το [νέο Ευρωπαϊκό έργο IRIS](http://www.iris-h2020.eu/), που ξεκίνησε επίσημα τις εργασίες του πριν λίγο καιρό, φιλοδοξεί να αναπτύξει μια συνεργατική προσέγγιση ως απάντηση στις προκλήσεις που θέτει η ανάγκη για αυξημένη ασφάλεια στα συστήματα μιας έξυπνης πόλης. Στο έργο συμμετέχουν 19 εταίροι από την Ευρώπη και μάλιστα η ελληνική συμμετοχή είναι δυναμική καθώς το [ΕΠΙΣΕΥ του Εθνικού Μετσόβιου Πολυτεχνείου και η ερευνητική του ομάδα I-SENSE research](https://i-sense.iccs.gr/) είναι τεχνικός εταίρος στο ΙRIS.

Με όραμα μια ενιαία πλατφόρμα που συστηματικά ανιχνεύει, εκτιμά και ανταποκρίνεται σε πληροφορίες για απειλές που δέχονται πληροφοριακά συστήματα και συστήματα τεχνητής νοημοσύνης και ΙοΤ, το IRIS έρχεται να χτίσει επάνω στην Ευρωπαϊκή στρατηγική για την αυτονομία στον τομέα της κυβερνοασφάλειας που έχει στόχο την ενίσχυση των ικανοτήτων και της συνεργασίας στον τομέα, ελαχιστοποιώντας τις επιπτώσεις των κυβερνοαπειλών. Η πλατφόρμα που αναπτύσεται στο πλαίσιο του IRIS θα δώσει προτεραιότητα στην εμπλοκή των ομάδων CERT και CSIRT (οργανωμένες υπηρεσίες με την ευθύνη να συντονίσουν και να υποστηρίξουν την άμεση ανταπόκριση σε κυβερνοπεριστατικά).

Πρόκειται για μια πλατφόρμα που θα δοκιμαστεί σε πραγματικά περιβάλλοντα έξυπνων πόλεων ανά την Ευρώπη. Aναπτύσσεται μέσα από 3 πιλότους σε Ελσίνκι, Ταλίν και Βαρκελώνη και σε κάθε πιλότο συμμετέχουν τόσο εθνικές αρχές και ομάδες CERTs/CSIRTs.

Επίσης, το έργο θα εισάγει την πρώτη πλατφόρμα αποκλειστικά για την διαδικτυακή εκπαίδευση των ομάδων CERT/CSIRT προκειμένου να ενισχυθεί ο ρόλος τους και να εκπαιδευτούν κατάλληλα σε θέματα που αφορούν στην προστασία κρίσιμων υποδομών και διασυνοριακών συστημάτων. Μάλιστα η πλατφόρμα θα παραχωρηθεί δωρεάν σε Ευρωπαϊκές CERT και CSIRT μετά το τέλος του έργου.

Το έργο θα διαρκέσει 4 χρόνια και ξεκίνησε επίσημα τις εργασίες τον Σεπτέμβριο. Η συνεργατική προσέγγιση που ακολουθεί σε θέματα κυβερνοασφάλειας επικεντρώνεται στις ομάδες CERTs/CSIRTs και αναμένεται να συμβάλει ουσιαστικά στην οικοδόμηση ενός ισχυρού οικοσυστήματος που θα αντιμετωπίσει τις προκλήσεις στον τομέα της κυβερνοασφάλειας με ανθρωποκεντρικά και προηγμένα τεχνολογικά στοιχεία.

Για πληροφορίες / συνεντεύξεις παρακαλώ απευθυνθείτε στον, Δρ. Άγγελο Αμδίτη, Διευθυντή Έρευνας στο ΕΠΙΣΕΥ-ΕΜΠ |Εmail: [a.amditis@iccs.gr](mailto:a.amditis@iccs.gr)

**Στοιχεία έργου**

|  |  |
| --- | --- |
|  | Το έργο IRIS χρηματοδοτείται από την Ε.Ε. στο πλαίσιο του Προγράμματος Έρευνας και Καινοτομίας «Ορίζοντας 2020» (αριθμός συμβολαίου 101021727). **A group of yellow stars  Description automatically generated with low confidence** |
| **Διάρκεια** | 36 μήνες (Σεπτέμβρης 2021 – Αύγουστος 2024) |
| **Κοινοπραξία** | * INOV - Instituto de Engenharia de Sistemas e Computadores, Inovacão, ([INOV](https://www.inov.pt/)), Portugal (**Συντονιστής Έργου**) * European Cyber Security Organisation ([ECSO](http://www.ecs-org.eu/)), Belgium * National Cyber Security Directorate, ([DNSC](https://cert.ro/)), Romania * Intrasoft International SA ([INTRA](https://www.intrasoft-intl.com/)), Luxembourg * Thales Six Gts France SAS ([THALES](https://www.thalesgroup.com/en)), France * Atos It Solutions And Services Iberia SL ([ATOS](https://atos.net/en/)), Spain * Cisco Systems Spain S.L ([CISCO SPAIN](https://www.cisco.com/)), Spain * Exelens ([CLS](https://www.cyberlens.eu/)), Netherlands * Sidroco Holdings Limited ([SID](https://sidroco.com/)), Cyprus * Cyberethics Lab SRLS ([CEL](https://cyberethicslab.com/en/italiano-il-problema-dei-bias-negli-algoritmi-di-riconoscimento-facciale-818/)), Italy * Commissariat A L Energie Atomique Et Aux Energies Alternatives ([CEA](http://www-list.cea.fr/en/)), France * Ethniko Kentro Erevnas Kai Technologikis Anaptyxis, ([CERTH](https://www.iti.gr/iti/index.html)), Greece * Institute Of Communication And Computer Systems ([ICCS](https://i-sense.iccs.gr/)), Greece * Technische Universiteit Delft ([TU Delft](https://www.tudelft.nl/en/)), Netherlands * Tallinna Tehnikaülikool ([TalTech](http://finesttwins.eu/en)), Estonia * Universitat Politecnica De Catalunya ([UPC](https://www.upc.edu/ca)), Spain * Kentro Meleton Asfaleias ([KEMEA](http://www.kemea.gr/en/)), Greece * Institut Municipal D'informatica De Barcelona ([IMI BCN](https://ajuntament.barcelona.cat/imi/en)), Spain * Forum Virium Helsinki OY ([FVH](https://forumvirium.fi/en/)), Finland |
| **Μέσα Κοινωνικής Δικτύωσης** | Twitter: @iris\_h2020 & LinkedIn: IRIS H2020 Project |
| **Ιστοσελίδα** | [www.iris-h2020.eu/](http://www.iris-h2020.eu/) |